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102. Authority. Any person executing this Agreement in a representative capacity 

represents and warrants that he or she is fully authorized to do so and to bind the Party on whose 

behalf he or she signs this Agreement to all of the terms and provisions of this Agreement. 

 

 

# # # 

By: __________________________   Date: _________________   

Alan Rosenthal 

CARLTON FIELDS, P.A.    

Counsel for Defendant  

 

By: __________________________   Date: _________________ 

Name: _______________________ 

Position: _____________________ 

On Behalf of Musculoskeletal Institute, Chartered 

d/b/a Florida Orthopaedic Institute 

 

 

   Date: __3/16/2022____________   

John A. Yanchunis 

MORGAN & MORGAN 

 

Counsel for Plaintiffs and the Settlement Class 
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This is a Court approved Legal Notice. This is not an advertisement. 

Stoll et al. v. Musculoskeletal Institute, Chartered, Case No. 8:20-cv-01798-CEH-AAS 

 UNITED STATES DISTRICT COURT FOR THE MIDDLE DISTRICT OF FLORIDA 

FLORIDA ORTHOPAEDIC INSTITUTE CLASS ACTION 

SETTLEMENT 

 

TO: All individuals who were notified by Musculoskeletal Institute, Chartered d/b/a Florida 

Orthopaedic Institute (“FOI”) that their personal information was or may have been compromised in 

the data security incident initially disclosed by FOI in or about June 2020.  

 

A Class Action Settlement has been proposed in litigation against FOI relating to a data security incident that 

FOI disclosed in or about June 2020 (“Data Security Incident”). You are receiving this notice because the 

following individual(s) are “Settlement Class Members” entitled to benefits from a class action settlement 

[LIST CLASS MEMBERS, INCLUDING ANY MINORS]. The easiest way to submit a claim under the 

settlement is online at www.[[URL]].com.  

 

Under the terms of the settlement, FOI has agreed to establish a fund of $4,000,000.00 that will be used to pay 

for the following forms of relief:  

▪ Reimbursement for Out-of-Pocket Losses: The Settlement Fund will be used to reimburse Settlement 

Class Members for out-of-pocket losses fairly traceable to the Data Security Incident, up to $15,000.00 per 

individual (“Out-of-Pocket Losses”). 

▪ Reimbursement for Attested Time: The Settlement Fund will be used to reimburse Settlement Class 

Members for time spent remedying issues related to the Data Security Incident for up to five (5) hours at 

$25.00 per hour (“Attested Time”).  

▪ Identity Restoration Services: Regardless of whether you submit a claim under the Settlement, all 

Settlement Class Members will be eligible to access identity restoration services offered through Pango 

f/k/a Aura, including professional fraud resolution assistance to help with identity recovery and restoration 

in case you experience identity theft or fraud in the future, for a period of three (3) years (“Identity 

Restoration Services”). 

▪ Minor Monitoring Services: A parent or legal guardian of a Settlement Class Member who is a minor at 

the time the settlement is final may enroll the minor in three (3) years of Aura’s Minor Monitoring Services. 

These services include monthly three- bureau monitoring of information for the minor; internet 

surveillance; fraud resolution services, and $1,000,000 in identity theft insurance for material damages 

caused by the misuse of the minor’s credit file; or 

▪ Identity Theft Protection Services: All Settlement Class Members are eligible to enroll in three (3) years 

of Aura’s Identity Guard Total credit monitoring services at no cost, regardless of whether you submit a 

claim for Out-of-Pocket Losses or Attested Time. These services retail for nearly $196 per individual and 

include reports for your credit files at Experian, Equifax, and TransUnion, a $1 million identity theft 

insurance policy, and additional features discussed below (“Identity Theft Protection Services”). 

The Court still must decide whether to approve the settlement. No payments will be made until after the Court 

grants final approval of the settlement and all appeals, if any, are resolved. Your legal rights are affected 

whether you respond or not.  Read this notice carefully. 

YOUR LEGAL RIGHTS AND OPTIONS IN THIS SETTLEMENT DEADLINE 

File a claim for 

out-of-pocket 

You must submit a claim in order to receive reimbursement for Out-

of-Pocket Losses and/or loss of time. Under the Settlement, you 

DATE 
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losses and lost 

time 

may claim Out-of-Pocket Losses, Attested Time, and Identity Theft 

Protection Services that you already purchased. 

For more detailed information, see Questions 6, 8, 11 and 12. 

File a claim for 

identity theft 

protection 

services 

You must submit a claim(s) in order to receive the Identity Theft 

Protection Services offered under the Settlement. If you are a parent 

or legal guardian of a Settlement Class Member who is a minor, 

you must submit a claim(s) in order for that Settlement Class 

Member to receive Minor Monitoring Services.  

For more detailed information, see Questions 6, 9 and 12. 

DATE 

Access identity 

restoration 

services 

You can access Identity Restoration Services after the Settlement 

becomes final, whether or not you make a claim under the 

Settlement. 

For more detailed information, see Questions 6 and 10. 

No deadline 

Exclude yourself You can exclude yourself from the Settlement by informing the 

Settlement Administrator that you want to “opt-out” of the 

Settlement. If the settlement becomes final, this is the only option 

that allows you to retain your rights to separately sue FOI for claims 

related to the Data Security Incident. If you opt-out, you may not 

make a claim for benefits under the Settlement. 

For more detailed information, see Question 17. 

DATE 

Object or 

comment on the 

settlement 

You may object to the Settlement by writing to the Court and 

explaining why you don’t think the Settlement should be approved. 

If you object, you will remain a Settlement Class Member, and if 

the Settlement is approved, you will be eligible for the benefits of 

the Settlement and give up your right to sue on certain claims 

described in the Settlement Agreement which is available at 

www.[[URL]].com. 

For more detailed information, see Question 18. 

DATE 

Do nothing If you do nothing, you will not be eligible to receive reimbursement 

for Out-Of-Pocket Losses or Attested Time, or enroll in Identity 

Theft Protection Services. You will be eligible to access Identity 

Restoration Services and Minor Monitoring Services if you have a 

qualifying minor dependent(s). If the Settlement becomes final, you 

will give up your rights to sue FOI separately relating to the Data 

Security Incident.  

For more detailed information, see Questions 6 and 14. 

No deadline 

 

   

Case 8:20-cv-01798-CEH-AAS   Document 93-1   Filed 03/16/22   Page 27 of 45 PageID 1630

http://www.[[url]].com/


Questions? Go to www.[[URL]].com or call [PHONE NUMBER]  

3 
128577924.3 

 

What this Notice Contains 

Page 

BASIC INFORMATION AND OVERVIEW .........................................................................................4 

1. Why did I get this notice? ..........................................................................................................4 

2. What is this lawsuit about? ........................................................................................................4 

3. Why is this a class action? .........................................................................................................4 

4. Why is there a settlement? .........................................................................................................4 

WHO IS PART OF THE SETTLEMENT ...........................................................................................4,5 

5. How do I know if I am part of the Settlement?.......................................................................4,5 

THE SETTLEMENT BENEFITS ............................................................................................................5 

6. What does the Settlement provide?........................................................................................... 5 

7. Will FOI know if I submit a claim for settlement benefits? ..................................................... 5 

8. How will the Settlement compensate me for identity theft and fraud I have already suffered 

or expenses I have already paid to protect myself? ................................................................5,6 

9. How will the Settlement help protect me against future identity theft and fraud? .................6,7 

10. What if I already have credit monitoring or identity theft protection services?  .......................7 

11. How will the Settlement help me deal with identity theft or fraud if it happens? .....................7 

HOW TO GET SETTLEMENT BENEFITS .......................................................................................7,8 

12. How do I file a claim for Identity Theft Protection Services, Attested Time, or Out-of-

Pocket Losses ..........................................................................................................................7,8 

13. How do I submit a claim on behalf of a Settlement Class Member who is a minor? ............... 8 

14. When and how will I receive the benefits I claim from the settlement? ....................................8 

LEGAL RIGHTS RESOLVED THROUGH THE SETTLEMENT ....................................................8 

15. What happens if I do nothing and what am I giving up to stay in the settlement class?  ..........8 

THE LAWYERS REPRESENTING YOU .............................................................................................9 

16. Do I have a lawyer in this case? .................................................................................................9 

17. How will these lawyers be paid? ..........................................................................................9,10 

EXCLUDING YOURSELF FROM THE SETTLEMENT .................................................................10 

18. How do I exclude myself from the Settlement?.......................................................................10 

OBJECTING OR COMMENTING ON THE SETTLEMENT .....................................................10,11 

19. How do I tell the Court that I don’t like the Settlement? ....................................................10,11 

GETTING MORE INFORMATION .....................................................................................................11 

20. Where can I get more information? .........................................................................................11 

  

Case 8:20-cv-01798-CEH-AAS   Document 93-1   Filed 03/16/22   Page 28 of 45 PageID 1631

http://www.[[url]].com/


Questions? Go to www.[[URL]].com or call [PHONE NUMBER]  

4 
128577924.3 

 

BASIC INFORMATION AND OVERVIEW 

1. Why did I get this Notice? 

You received this notice because FOI sent you notice that your personal information was or may have been 

compromised in the data security incident initially disclosed by FOI in or about June 2020. A Court authorized 

this notice because you have a right to know how the proposed settlement may affect your rights. This notice 

explains the nature of the litigation, the general terms of the proposed settlement and what it may mean to you. 

This notice also explains the ways you may participate in, or exclude yourself from, the Settlement. 

 

2. What is this lawsuit about? 

 

In or about June 2020, FOI disclosed that on or about April 9, 2020, its computer system suffered a ransomware 

attack that encrypted the data stored on its servers. FOI acknowledged that the personal information of certain 

of its patients may have been accessed or taken during the incident. This information may have included 

people’s names, dates of birth, Social Security numbers, medical information, insurance plan identification 

number, payer identification number, claims addresses, and/or FOI claims history, or other personal 

information. 

 

FOI notified impacted individuals in June 2020.  

 

Thereafter, a class action lawsuit was filed in the United States District Court for the Middle District of Florida 

by individuals who allege that they were affected by the Data Security Incident. The judge overseeing the case 

is the Honorable Charlene Edwards Honeywell. The case proceeded under the caption Stoll et al. v. 

Musculoskeletal Institute, Chartered, Case No. 8:20-cv-01798-CEH-AAS. The individuals who sued are 

called the “Plaintiffs.” FOI is the “Defendant.” Plaintiffs claim that FOI did not adequately protect their 

personal information. The amended complaint filed in the lawsuit, which describes the specific legal claims 

alleged by the Plaintiffs, is available at www.[[URL]].com.   

  

FOI denies any wrongdoing, and no court or other entity has made any judgment or other determination of any 

wrongdoing. 

 

3. Why is this a class action? 

In a class action, one or more people called “class representatives” sue on behalf of themselves and other 

people with similar claims. All of these people together are the “class” or “class members.” Because this is a 

class action, even persons who did not file their own lawsuit can obtain relief from harm that may have been 

caused by the Data Security Incident, except for those individuals who timely exclude themselves from the 

Settlement Class. 

 

4. Why is there a settlement? 

The Court has not decided in favor of Plaintiffs or FOI. Instead, both sides agreed to a settlement. Settlements 

avoid the costs and uncertainty of a trial and related appeals, while more quickly providing benefits to members 

of the Settlement Class. The class representatives appointed to represent the class and the attorneys for the 

Settlement Class (“Class Counsel,” see Question 15) believe that the Settlement is in the best interests of the 

Settlement Class Members. 

WHO IS PART OF THE SETTLEMENT 

5. How do I know if I am part of the Settlement? 

You are a member of the Settlement Class if you received notice from FOI that your personal information was 

or may have been compromised in the data security incident initially disclosed by FOI in or about June 2020, 

or you received this settlement notice stating that you or your dependent(s) are class members.  
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Excluded from the Settlement are: 

▪ FOI, its subsidiaries, parent companies, management companies, successors, predecessors, and any 

entity in which FOI or its parents have a controlling interest, and their current or former officers, 

directors, and employees; 

▪ The presiding judge and any judicial staff or immediate family members; and 

▪ Any Settlement Class Member who excludes himself or herself from the Settlement (see Question 17). 

 

If you are not sure whether you are included in the Settlement Class, call [PHONE NUMBER]. 

THE SETTLEMENT BENEFITS 

6. What does the Settlement provide? 

Under the Settlement, FOI will pay $4,000,000.00 into a Settlement Fund that will be used to provide the 

following benefits: 

▪ Cash reimbursement for Out-of-Pocket Losses fairly traceable to the Data Security Incident (see 

Question 8); 

▪ Cash reimbursement for Attested Time spent remedying issues related to the Data Security Incident 

(see Question 8); 

▪ Identity Restoration Services (see Question 10); 

▪ Identity Theft Protection Services (see Question 9) or 

▪ Minor Monitoring Services for affected minors (see Question 9);  

▪ Attorneys’ fees and expenses as approved by the Court (see Question 16), Service Awards if permitted, 

taxes and tax-related expenses, and the costs of notifying the class and administering the Settlement. 

Depending on the number of valid claims, the costs of settlement administration, and the amount awarded by 

the Court for attorney’s fees and costs and service awards, payments for certain benefits may be reduced 

proportionally or withheld as set forth in paragraph 68 of the Settlement Agreement. 

 

7. Will FOI know if I submit a claim for settlement benefits? 

No. As part of the Settlement Agreement, FOI will not have access to the identities of Settlement Class 

Members who make claims for any of the benefits provided by this Settlement. 

 

8. How will the Settlement compensate me for identity theft and fraud I have already suffered or 

expenses I have already paid to protect myself? 

Settlement Benefit: Payment for Unreimbursed Out-of-Pocket Losses: If you spent money to address fraud 

or identity theft that or to protect yourself from future harm that is fairly traceable to the Data Security Incident, 

then you can submit a claim for reimbursement up to $15,000. Out-of-Pocket losses that are eligible for 

reimbursement through the Settlement may include, but are not limited to, the following costs related to the 

Data Security Incident and incurred after April 9, 2020: 

• Unreimbursed costs associated with fraud or identity theft; 

• Professional fees including attorneys’ fees, accountants’ fees and fees for credit repair services; 

• Miscellaneous expenses such as notary, fax, postage, copying, mileage, and long-distance 

telephone charges; 

• Costs of credit monitoring or other identity theft protection services incurred on or after April 9, 

2020; 
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• Costs associated with freezing or unfreezing credit with any credit reporting agency. 

 

This list provides examples only, and other losses or costs traceable to the Data Security Incident may also be 

eligible for reimbursement. YOU MUST BE ABLE TO DOCUMENT YOUR CLAIM. 

 

The Settlement Administrator has the sole authority to determine the validity of claims for Out-Of-Pocket 

Losses. Only valid claims will be paid. The deadline to file a claim for Out-of-Pocket Losses is [DATE] (this 

is the last day to file online and the postmark deadline for mailed claims).  
 

Settlement Benefit: Reimbursement for Attested Time: If you spent time dealing with fraud or identity theft or 

to protect yourself from future harm that is fairly traceable to the Data Security Incident, then you may also 

make a claim for reimbursement for up to 5 hours at $25 per hour. 

 

You may receive reimbursement for up to 5 hours at $25 per hour by providing an attestation and a brief 

description of (i) the actions taken in response to the Data Security Incident in dealing with misuse of your 

information or taking preventative measures and (ii) the time associated with each action. Claims for Attested 

Time are capped at $125 per individual but may be combined with reimbursement for Out-of-Pocket Losses 

subject to an individual aggregate cap of $15,000. The Settlement Administrator has the authority to determine 

the validity of claims for Attested Time. Only valid claims will be paid. The deadline to file a claim for Attested 

Time is [DATE]. 

 

9. How will the Settlement help protect me against future identity theft and fraud? 

Settlement Benefit: Identity Theft Protection Services: The Settlement provides a way to help protect 

yourself from unauthorized use of your personal information. Settlement Class Members may submit a claim 

to enroll in three (3) years of Aura’s Identity Guard Total identity theft protection services at no cost. These 

services retail at nearly $196 annually per individual and include the following features: 

• Three-bureau credit monitoring providing notice of changes to your credit report at all three national 

credit reporting agencies; 

• High Risk Transaction Monitoring;  

• Dark Web Monitoring;  

• Threat alerts powered by IBM Watson;  

• Lost Wallet Protection;  

• Identity restoration services to help you address credit and non-credit related fraud; and 

• Up to $1 Million in insurance coverage for certain costs relating to identity theft and unauthorized 

electronic fund transfers. 

If you submit a valid claim form and elect to enroll in Identity Theft Protection Services, you will receive 

enrollment instructions by mail or email after the Settlement becomes final. You may make a claim for 

reimbursement for Out-of-Pocket Losses and/or Attested Time and Identity Theft Protection Services under 

the Settlement. You may only elect to receive Identity Theft Protection Services (See Questions 9 and 10).  

 

Settlement Benefit: Minor Monitoring Services: A parent or legal guardian of a Settlement Class Member 

who is a minor at the time the settlement is final may enroll the minor in three (3) years of Aura’s Minor 

Monitoring Services. These services include three-bureau monitoring for the minor; internet surveillance; fraud 

resolution services, and $1,000,000 in identity theft insurance for material damages caused by the misuse of 

the minor’s credit file. Parents or guardians of Settlement Class Members who are minors still need to submit 

a minor claim form to enroll the Settlement Class Member in Minor Monitoring. The Settlement Administrator 

will send enrollment instructions by mail or email to a legal guardian for each qualifying minor after the 

Settlement becomes final.  
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10. How will the Settlement help me deal with identity theft or fraud if it happens? 

Settlement Benefit: Identity Restoration Services: All Settlement Class Members who do not opt out of the 

Settlement will receive access to Identity Restoration Services through Aura’s Identity Guard Total after the 

Settlement becomes final. These services include access to Fraud Resolution Specialists to assist you in 

addressing an identity theft event, including assistance with dealing with companies, government agencies, 

and credit bureaus. 

 

All Settlement Class Members who do not opt out of the Settlement may access Identity Resolution Services 

after the Settlement becomes final, even they do not make a claim, by going to www.[[URL]].com, or calling 

toll free number [PHONE NUMBER] and referencing engagement code XXXXX. 

 

HOW TO GET SETTLEMENT BENEFITS 

11. How do I file a claim for Identity Theft Protection Services, Attested Time, and/or Out-of-Pocket 

Losses? 

To submit a claim for Out-of-Pocket Losses or Attested Time fairly traceable to the Data Security Incident, or 

Identity Theft Protection Services, you will need to file a claim form. There are two options for filing claims: 

(1) File Online: You may complete and submit the claim form online at [[URL]].com. This is the 

quickest way to file a claim. 

  

(2) File by Mail: Alternatively, you may complete the claim form attached to this notice and mail it 

to the address on the form with supporting documentation, if any. If you lost or did not otherwise 

receive a claim form, you can download a hard copy of the claim form (available at 

www.[[URL]].com), or ask the Settlement Administrator to mail a claim form to you by calling 

[PHONE NUMBER]. Complete your claim form, and mail it (including postage) to: FOI Data 

Security Incident Litigation c/o [Administrator], [ADDRESS]. 

 

The deadline to file a claim is [ DATE] (this is the last day to file online and/or the postmark deadline for 

mailed claims). 

 

 

12.  How do I submit a claim on behalf of a Settlement Class Member who is a minor? 

If you received notice that your minor dependent(s) is a Settlement Class Member, a parent or legal guardian 

may submit a claim on the minor’s behalf by filling out and submitting the minor claim form included with 

this notice or filing online at www.[[URL]].com. Legal guardians may seek reimbursement for Out-of-Pocket 

Losses and Attested Time on behalf of the minor as set forth in Question 8. 

 

 

13. When and how will I receive the benefits I claim from the Settlement? 

Identity Theft Protection Services claimed by Settlement Class Members will begin, and payments for valid 

claims will be made, after the Court enters the Final Approval Order and Judgment and the Settlement becomes 

final. This process may take several months or longer if there is an appeal; please be patient. Once there is a 

Final Approval Order and Judgment, it will be posted on the Settlement Administrator’s website.  

 

If you make a claim for Identity Theft Protection Services, the Settlement Administrator will send you 

information on how to activate your Identity Theft Protection Services once the Settlement is final. The 

Settlement Administrator will provide you with an activation code that you will use at the Aura website to 
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activate the applicable Identity Theft Protection Services. The activation code(s) will remain valid for at least 

60 days.  

 

Checks for valid claims for Out-of-Pocket Losses and Attested Time either will be mailed by the Settlement 

Administrator to the mailing address that you provide, or will be provided through PayPal or Venmo at your 

election. 

 

LEGAL RIGHTS RESOLVED THROUGH THE SETTLEMENT 

14. What happens if I do nothing and what am I giving up to stay in the settlement class? 

If you make a claim under the Settlement, or if you do nothing, you will be releasing all of your legal claims 

against FOI arising out of the issues this Settlement resolves. Unless you exclude yourself from the Settlement 

(see Question 17), all of the decisions by the Court will bind you. The specific claims you are giving up against 

FOI are described in Section XII of the Settlement Agreement. The Settlement Agreement is available at 

www.[[URL]].com. You will be releasing FOI and all related people as described in Section XII of the 

Settlement Agreement.   

 

The Settlement Agreement describes the released claims with specific descriptions, so read it carefully.  If you 

have any questions regarding the release, you may contact Class Counsel as provided for in Question 15. 

 

THE LAWYERS REPRESENTING YOU 

 

15. Do I have a lawyer in the case? 

Yes. The Court appointed the following attorneys to represent you and other Settlement Class Members as 

“Class Counsel.” 

 

John A. Yanchunis (FBN 324681) 

jyanchunis@ForThePeople.com  

Ryan J. McGee (FBN 064957) 

rmcgee@ForThePeople.com  

Patrick A. Barthle II (FBN 099286) 

pbarthle@ForThePeople.com 

MORGAN & MORGAN  

COMPLEX LITIGATION GROUP 

201 N. Franklin Street, 7th Floor 

Tampa, Florida 33602 

Telephone: (813) 223-5505 

 

William ‘Billy’ Peerce Howard 

Billy@TheConsumerProtectionFirm.com 

Amanda J. Allen 

Amanda@TheConsumerProtectionFirm.com  

THE CONSUMER PROTECTION FIRM 

4030 Henderson Boulevard 

Tampa, FL 33629 

(813) 500-1500 Telephone 

(813) 435-2369 Facsimile 

You will not be charged by these lawyers for their work on the case. If you want to be represented by your 

own lawyer, you may hire one at your own expense. If you have questions about how to submit a claim or if 

you need to update your address information, please contact the Settlement Administrator (see Question 19). 

 

16. How will these lawyers be paid? 

Class Counsel have undertaken this case on a contingency-fee basis and have not been paid any money in 

relation to their work on this case to date. Accordingly, Class Counsel have asked the Court to award them 

attorneys’ fees in the amount of $1,333,333.00 equaling 33.33% of the Settlement Fund, and reimbursement 

for costs and expenses in the amount of $25,000.00 to be paid from the Settlement Fund. You will not have to 

separately pay any portion of these fees yourself. The Court will decide the amount of fees and costs and 

expenses to be paid. Class Counsel’s request for attorneys’ fees and costs (which must be approved by the 

Court) was filed on [[DATE]] and is available to view on the settlement website at www.[[URL]].com.  
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Class Counsel may also request a service award not to exceed $1,000.00 per class representative, in 

recognition of their service to the Class, pending en banc review of Johnson v. NPAS Sols., LLC, 18-

12344, 2020 WL 5553312 (11th Cir. Sept. 17, 2020). Under current Eleventh Circuit law, service awards 

are not permissible, and Class Counsel will only seek payment of such an award if Johnson v. NPAS Sols. 

is vacated.  

EXCLUDING YOURSELF FROM THE SETTLEMENT 

17. How do I exclude myself from the Settlement? 

If you are a member of the settlement class but do not want to remain in the class, you may exclude yourself 

from the class (also known as “opting out”). If you exclude yourself, you will lose any right to participate in 

the Settlement, including any right to receive the benefits outlined in this Notice.  

 

If you decide on this option, you may keep any rights you have, if any, against FOI and you may file your own 

suit against FOI based upon the same legal claims that are asserted in this lawsuit, but you will need to find 

your own attorney at your own cost to represent you in that lawsuit. If you are considering this option, you 

may want to consult an attorney to determine your options. 

 

To exclude yourself from the Settlement, you must mail a request for exclusion, postmarked no later than 

[DATE], to: 

 

FOI Class Action Settlement Administrator 

Attn: Exclusion 

FOI Data Security Incident Litigation 

c/o  

[ADDRESS LINE 1] 

[ADDRESS LINE 2] 

 

This statement must contain the following information:  

(1) The name of this proceeding (Stoll et al. v. Musculoskeletal Institute, Chartered, Case No. 8:20-

cv-01798-CEH-AAS, or similar identifying words such as “FOI Data Security Incident 

Lawsuit”); 

(2) Your full name and address; 

(3) The words “Request for Exclusion” at the top of the document or a statement that you do not 

wish to participate in the settlement; and 

(4) Your signature. 

If you do not comply with these procedures and the deadline for exclusions, you will lose any opportunity 

to exclude yourself from the settlement class, and your rights will be determined in this lawsuit by the 

Settlement Agreement if it is approved by the Court, and you may not recover under any other 

individual settlement agreement regarding the claims released as part of the Settlement. 

OBJECTING OR COMMENTING ON THE SETTLEMENT 

18. How do I tell the Court that I don’t like the Settlement? 

If you are a Settlement Class Member, you can object to the Settlement if you don’t think it is fair, reasonable, 

or adequate, including Class Counsel’s motion for an award of attorneys’ fees and costs and expenses. The 

Court cannot order a larger settlement or award you more based on your individual circumstances; the Court 

can only approve or deny the Settlement as it is presented. 

 

To object, you must send a letter stating that you object to the Settlement. Your objection must include: 
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(1) The name of this proceeding (Stoll et al. v. Musculoskeletal Institute, Chartered, Case No. 8:20-

cv-01798-CEH-AAS, or similar identifying words such as “FOI Data Security Incident 

Lawsuit”); 

(2) Your full name, address, and telephone number; 

(3) State with specificity the grounds for the objection, as well as any documents supporting the 

objection; 

(4) A statement as to whether the objection applies only to you and your circumstances, to a specific 

subset of the class, or to the entire class; 

(5) The name and address of any attorneys representing you with respect to the objection; 

(6) A statement regarding whether you or your attorney intend to appear at the Final Approval 

Hearing; and 

(7) You or your attorney’s signature. 

To be considered by the Court, your objection should be sent to the United States District Court for the Middle 

District of Florida at the following address: 

 

Clerk of Court 

United States Courthouse 

801 North Florida Avenue 

Tampa, Florida 33602 

 

Your objection must be mailed, postmarked no later than [[DATE]]. If you are represented by a lawyer, the 

lawyer may file your objection through the Court’s CM/ECF system and must do so by [[DATE]].  Include 

your lawyer’s contact information in the objection. 

 

You must submit your objections directly to the Court. If you do not comply with these procedures and the 

deadline for objections, you may lose any opportunity to have your objection considered at the Final 

Approval Hearing or otherwise to contest the approval of the Settlement or to appeal from any orders 

or judgments entered by the Court in connection with the proposed settlement. You will still be eligible 

to receive settlement benefits if the Settlement becomes final even if you object to the Settlement. 

The Court has scheduled a Final Approval Hearing to listen to and consider whether the Settlement is fair, 

adequate, and reasonable. If there are objections, the Court will consider them. 

The hearing will take place on [DATE and TIME] before the Honorable Judge Charlene Edwards Honeywell, 

at the United States District Court for the Middle District of Florida, 801 North Florida Avenue, Tampa, Florida 

33602. This hearing date and time may be moved or may be conducted telephonically or by video conference. 

Please refer to the settlement website for notice of any changes. 

GETTING MORE INFORMATION 

19. Where can I get more information? 

This notice summarizes the Settlement. More details are in the Settlement Agreement itself.  You can get a 

copy of the Settlement Agreement and other case documents at www.[[URL]].com. If you have questions 

about this Notice or the Settlement, you may contact the Settlement Administrator by [PHONE, EMAIL, OR 

MAIL at FOI Data Security Incident Litigation c/o [Administrator] [ADDRESS]]. If you wish to 

communicate directly with Class Counsel, you may contact them (contact information noted above in Question 

15). You may also seek advice and guidance from your own private attorney at your own expense, if you wish 

to do so. 

 

The status of the settlement, any appeals, and the date of payments will be posted on the Settlement website. 
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The Court cannot respond to any questions regarding this Notice, the lawsuit, or the proposed settlement.  

Please do not contact the Court or its Clerk with questions about the Settlement. 
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CONTENT OF POSTCARD NOTICE  

Front 
Court Approved Legal Notice 

 

 If you are former or current patient of Florida Orthopaedic Institute whose personal information was 

or may have been compromised in the data security incident initially disclosed by FOI in or about June 

2020, you are Eligible for Benefits From a Class Action Settlement 
 

A federal court has authorized this Notice. This is not a solicitation from a lawyer. 

 

Para el notificación en Español visitor nuestro sitio web 

 
 

Back 
 

A Settlement has been proposed in litigation against Musculoskeletal Institute, Chartered d/b/a Florida Orthopaedic Institute (“FOI”) relating to a 

data security incident that FOI disclosed in or about June 2020 (“Data Security Incident”). FOI acknowledged that the personal information of certain 

of its patients may have been accessed or taken during the incident. FOI denies any wrongdoing. No judgment or determination of wrongdoing has 

been made.  

 

Who is Included? Individuals who received notification from FOI that their personal information was or may have been compromised in the Data 

Security Incident initially disclosed by FOI in or about June 2020. 

 

What does the Settlement Provide? If the Settlement is approved, Class Members who submit a valid and timely Claim Form and submit any 

required documentation may be entitled to a cash payment for reimbursement of certain out-of-pocket expenses resulting from the Data Security 

Incident up to $15,000, including reimbursement for time spent dealing with the Data Security Incident of up to 5 hours at $25 per hour. The 

Settlement also provides three years of free Identity Theft Protection Services, and Minor Monitoring Services for affected minors.  Regardless of 

whether a claim is made, all Settlement Class Members will be eligible to access identity restoration services offered through Aura, including 

professional fraud resolution assistance to help with identity recovery and restoration in case identity theft or fraud occurs in the future, for a period 

of three (3) years (“Identity Restoration Services”).  All cash payments may be adjusted pro rata depending on the number of Class Members that 

participate in the Settlement.  

 

How To Get Benefits: You must submit a Claim Form, including any required documentation. (You do not need to file a Claim to access the 

Identity Restoration Services.) The deadline to file a Claim Form is Month XX, 2022. You can easily file a Claim online at 

www.XXXXXXXXXXXXXXXXXXXXX.com.  You can also get a paper Claim Form at the website or by calling toll free 1-XXX-XXX-XXXX, 

and file by mail. When filing your Claim use your unique Claim Number (printed on the front of this Notice).  
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Your Other Options. If you file a Claim Form, object to the Settlement and attorneys’ fees and expenses, or do nothing, you are choosing to stay in 

the Settlement Class. You will be legally bound by all orders of the Court and you will not be able to start, continue or be part of any other lawsuit 

against FOI about the Data Security Incident. If you don’t want to be legally bound by the Settlement or receive any benefits from it, you must 

exclude yourself by Month XX, 2022. If you do not exclude yourself, you may object to the Settlement and attorneys’ fees and expenses by Month 

XX, 2022. The Court has scheduled a hearing in this case for Month XX, 2022, to consider whether to approve the Settlement, attorneys’ fees of up 

to 33.3% of the Settlement Fund plus costs and expenses, Service Awards of up to $1,000 for the Class Representatives, as well as any objections. 

You or your own lawyer, if you have one, may ask to appear and speak at the hearing at your own cost, but you do not have to. For complete 

information about all of your rights and options, as well as Claim Forms, the Long Form Notice and Settlement Agreement, visit 

www.XXXXXXXXXXXXXX.com, or call 1-XXX-XXX-XXXX. 
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Must be postmarked 
or submitted online 
NO LATER THAN 
Month Day, 2022 

 

FOI DATA SECURITY INCIDENT SETTLEMENT 
C/O [CLAIMS ADMINISTRATOR] 

P.O. BOX ______ 
[CITY],[STATE] [ZIP] 
WWW.[[URL]].COM 

 

  

Questions? Visit www.[[URL]].com or call _________________  Page 1 of 6 

FOI Data Security Incident Claim Form  

SETTLEMENT BENEFITS – WHAT YOU MAY GET 

 
If you received notice that your personal information may have been compromised in the FOI data 
security incident announced in June 2020, and if you did not opt out of the settlement, you may 
submit a claim.  
 
The easiest way to submit a claim is online at www.[[URL]].com, or you can complete and 
mail this claim form to the mailing address above.  
 
You may submit a claim for one or more of these benefits: 

 
Cash Reimbursement. Use the claim form to request money for one or more of the following: 

 
1. Reimbursement for Money You Spent. If you spent money trying to avoid or recover 

from fraud or identity theft because of the FOI data security incident, you may be eligible 
for reimbursement up to $15,000. You must submit documents supporting your claim. 
 

2. Reimbursement for Time Spent. If you spent time trying to avoid or recover from fraud 
or identity theft because of the FOI data security incident, you may be eligible for 
reimbursement of $25 per hour for up to five (5) total hours. 

 
Identity Theft Protection. Use this claim form to request identity theft protection services 
through Aura for three (3) years.  
 
Settlement Class Members who are Minors. Persons under the age of eighteen (18) and 
whose information was or may have been compromised in the FOI Data Security Incident are 
eligible to submit a claim for settlement benefits through their legal guardian by checking the box 
below. 

 
No claim is required for Identity Restoration Services. U.S. consumers affected by the FOI 
data security incident who did not opt out of the settlement will be able to access identity 
restoration services for a period of at least three (3) years once the Settlement is final by calling 
1-NNN-NNN-NNNN and referencing engagement code XXXXX. 

*     *     * 
Claims must be submitted online or mailed by [DATE]. Use the address at the top of this 

form for mailed claims. 
Please note: The settlement administrator may contact you to request additional documents to 
process your claim. Your cash benefit may decrease depending on the number of claims filed. 
 
For more information and detailed instructions visit www.[[URL]].com. 
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Settlement benefits will be distributed after the Settlement is approved by the Court and 
final. If you submit a claim, it will be maintained as confidential and not shared with FOI.  

 

  

Your Information 
 

We will use this information to contact you and process your claim. It will not be used for any other purpose. If any of 
the following information changes, you must promptly notify us by emailing ----@[[URL]].com. 

  

1. NAME: First Middle Initial Last 

2. ALTERNATIVE 
NAME(S): 

 

3. MAILING 
ADDRESS: 

Street Address 

Apt. No. 

City 

State 

Zip 

4. PHONE NUMBER:   

5. EMAIL ADDRESS:   

6. I AM A MINOR:        Check this box if you are submitting a claim and you are under the age of 18. 

 

Cash Payment: Money You Lost or Spent 
 

If you lost or spent money trying to prevent or recover from fraud or identity theft caused by the FOI 
data security incident and have not been reimbursed for that money, you may be eligible for 
reimbursement for up to $15,000.  

It is important for you to send documents that show what happened and how much you lost or 
spent, so that you can be repaid.  
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To look up more details about how cash payments work, visit www.[[URL]].com or call toll-free 
_______. You will find more information about the types of costs and losses that can be paid back to 
you, what documents you need to attach, and how the Settlement Administrator decides whether to 
approve your payment. 

Examples of Loss Type 
and Documents 

Amount and 
Date 

 
 

 

Description of Loss or Money Spent and Supporting 
Documents  
(Identify what you are attaching, and why it’s related to the 
FOI security incident) 

Credit monitoring and 
identity theft protection 
purchased on or after 
04/09/2020  
 
Examples: Receipts or 
statements for credit monitoring 
services 

$ 

 

Date: 

______________________________________ 

______________________________________ 

______________________________________ 

______________________________________ 

Costs, expenses, and 
losses due to identity theft, 
fraud, or misuse of your 
personal information on or 
after 04/09/2020 

Examples: Account statement 
with unauthorized charges 
highlighted; police reports; IRS 
documents; FTC Identity Theft 
Reports; letters refusing to refund 
fraudulent charges; credit 
monitoring services you 
purchased 

$ 

 

Date: 

______________________________________ 

______________________________________ 

______________________________________ 

______________________________________ 

______________________________________ 

______________________________________ 

Professional fees paid to 
address identity theft on or 
after 04/09/2020 

Examples: Receipts, bills, and 
invoices from accountants, 
lawyers, or others 

$ 

 

Date: 

______________________________________ 

______________________________________ 

______________________________________ 

______________________________________ 

Other expenses such as 
notary, fax, postage, 
copying, mileage, and long-
distance telephone charges 
related to the data security 
incident  

Examples: Phone bills, receipts, 
detailed list of places you traveled 
(i.e. police station, IRS office), 
reason why you traveled there (i.e. 
police report or letter from IRS re: 
falsified tax return) and number of 
miles you traveled 

$ 

 

Date: 

______________________________________ 

______________________________________ 

______________________________________ 

______________________________________ 

______________________________________ 

______________________________________ 

______________________________________ 
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Cash Payment: Time Spent 
 

If you spent time trying to recover from fraud or identity theft caused by the data security incident, 
or if you spent time trying to avoid fraud or identity theft because of the data security incident (for 
example, researching the security incident, placing or removing credit freezes on your credit files, 
purchasing credit monitoring services, or taking other actions), complete the chart below. You may 
be eligible for reimbursement of $25 per hour for up to five (5) hours. 

You must describe the actions you took in response to the data security incident and the time each 
action took.  

How much time did you lose related to the data security incident?           _______ : _______ 
(Do not answer this question if you are not claiming lost time.)                           Hours      Minutes 

By filling out the boxes below, you are certifying that the time you spent doesn’t relate to other data 
security incidents. 

Explanation of Time Spent 
 

(Identify what you did and why) 
Approx. Date(s) Number of Hours and 

Minutes 

____________________________________ 

____________________________________ 

____________________________________ 

____________________________________ 

____________________________________ 
 

  

____________________________________ 

____________________________________ 

____________________________________ 

____________________________________ 

____________________________________ 
 

  

____________________________________ 

____________________________________ 

____________________________________ 

____________________________________ 

____________________________________ 
 

  

____________________________________ 

____________________________________ 

____________________________________ 
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____________________________________ 

____________________________________ 
 

Identity Theft Protection Services 

 
You may be eligible to receive three years of free, credit monitoring at all three national credit 
reporting agencies through Aura. These services retail for nearly $180 per year per individual and 
include reports for your credit files at Experian, Equifax, and TransUnion, a $1 million identity theft 
insurance policy, and additional features designed to protect against identity theft. 

If you wish to submit a claim to receive Identity Theft Protection Services, please check the box 
below:   

 Identity Theft Protection: I want to receive free, three-bureau credit monitoring for three 
years. 

If you select this option, you will be sent instructions and an activation code after the settlement is final 
to your email address or home address. 

 

 

 

How You Would Like to Receive Payment? 

If you made a claim for a cash payment in this claim form, and your claim is approved, you can elect 
to receive your payment either by check or electronically. Electronic payments require submission 
of an email address. You will receive an email at the email address provided below after Final 
Approval prompting you to select how you’d like to be paid. You can receive your payment via a 
variety of digital options such as digital debit card or  PayPal. Checks must be cashed within NN 
days. 

   Which do you prefer? 

 Check 

 Electronic Payment: 

                             

Email Address: 
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Signature 

I affirm under the laws of the United States that the information supplied in this claim form is true 
and correct to the best of my knowledge and that any documents that I have submitted in support of 
my claim are true and correct copies of original documentation. 

 

I understand that I may be asked to provide more information by the claims administrator before my 
claim is complete. 

 

Signature: Dated: 
 

Print Name: 
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